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Product Introduction  

 

1.1 Product Overview 

i-UNIS is an application installed on smart phones to manage and communicate with 

fingerprint-based access controller (AC-F100).  It provides various functions to enable 

management of access controller by i-UNIS application without installing a separate 

program on the computer.  

 

1.2 Features 

Convenient Access Control Environment  

By just connecting on the i-UNIS application installed on the user's smart phone, the 

user can use various functions such as user management, schedule management, log 

management, and real-time video view, which means easy environment setting for the 

administrator.  

 

Remote Terminal Management using DDNS service 

The administrator can use DDNS(Dynamic Domain Name System) service to manage the 

AC-F100 at a remote place.  Using the external network service on i-UNIS, the user can, 

in real-time, monitor and manage AC-F100 installed at a remote place.  

 

Real-time Video View 

With the internal camera on AC-F100, the user can view image logs of user who 

accessed, and also monitor in real-time the video of the place where the access 

controller is installed at.  

 

Convenient and Easy UI 

Minimum functions needed for access control are organized intuitively and conveniently, 

letting anyone understand and use the device easily. 

  

Multiple Access Controller Management  Using Network Mode 

By connecting multiple number of AC-F100's to the internal network, the user can use 

the internal network mode and manage all controllers with just one smart phone.  
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Convenient Installation and Firmware Download 

By using i-UNIS installed on user's smart phone, most updated application and firmware 

can be downloaded and installed easily.  

1.3 System Organization 

AC-F100, by using the internal antenna, can either organize the system to independent 

AP mode where the terminal itself acts as the AP(Access Point) or network mode where 

multiple number of terminals are connected to specific AP already organized.  To 

connect one AC-F100 to i-UNIS, use AP mode, and to manage multiple number of 

terminals on the same network with one smart phone, use network mode.  
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1.4 Minimum and Recommended Specification 

Minimum and recommended specifications to use i-UNIS are as below.  

 

Category Minimum Recommended 

Processor (CPU) Over Dual Core, 

1.2Mhz 

ARM Cortex-A9  

Over Quad Core, 1.6Ghz 

ARM Coretex-9  

Android Version 2.2 or higher 4.1 or higher 

Memory (RAM) DDR2 1024MB DDR2 2048MB 
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Chapter 2 

Product Installation 
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Product Installation  

 

To use AC-F100 terminal and  i-UNIS application, follow the step below.  

 

1. Install i-UNIS application on the smart phone 

2. Set terminal mode (Refer to ACF100terminal_User guide) 

3. Set smart phone Wi-Fi 

4. Set e-mail 

5. Run i-UNIS 

 

 

2.1 Installing i-UNIS Application 

Enter http://www.virditech.com/iunis on the phone's web browser and install i-UNIS 

application.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
 

http://www.virditech.com/iunis
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2.2 Setting Terminal Mode 

According to the system environment you want to organize, set the terminal to AP 

mode or network mode. To change terminal mode settings, refer to [ACF100 

terminal_User guide].  

 

 

 

2.3 Setting Wi-Fi (AP Mode/ Network Mode) 

<When AC-F100 is on AP mode > 

① Turn on the Wi-Fi on your smart phone. 
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Initial setting of AP mode is as below. 

Initial AP name: SmartiAp_product no. attached on 

the terminal  

Password: 1234567890[WEP128/Shared Mode]  

 

 

 

 

 

② Among the found Wi-Fi networks, select the AC-F100 terminal you want to 

communicate with, and enter the password to connect.  

(Example. AP mode's AC-F100 terminal name: SmartiAP_334 ) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

<When AC-F100 is on Network Mode > 

Set as below when AC-F100 is set on network mode.  

 

○1  Connect on AP mode, run the application, and select [Internal network]. 

 

 

 

 

 

 

 

 

 

 

 

  

 



 12 

The initial admin password on AC-F100 is '9999.' The admin 

password can be changed on terminal settings menu.  

 

 

 

 

 

○2  Select a terminal, enter admin login password and login to the terminal. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

○3 On the terminal setting screen, press [edit] button and enter server AP, password, 

and AP security.  After completing settings, press [save] to end connection with 

the terminal and transit AC-F100 to network mode.(For more information on 

router settings, inquire the network administrator.  For AC-F100's mode transition 

method, refer to AC-F100 manual.) 
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Initial information on network mode is as below. 

Initial AP name: unisSVrAP(Name of AP you want to 

connect to) 

Pwd: 1234567890 [WPAPSK_AES/Shared Mode] 

 

 

 

 

 

 

○4 On the smart phone's Wi-Fi settings, select the network where AC-F100 is 

connected to. (Ex. Internal Network: unisSvrAP) 

          

 

   

 

 

 

  

 

 

 

 

 

 

   

 

 

 

○5 If there is a password, enter the password and press [connect]. 
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2.4 Setting E-mails 

i-UNIS provides function that transfers log or schedule information on scv or dat 

file format on e-mails.  To send logs and schedule information via e-mail, you 

have to complete some account adding on your smart phone. 

 

 

① Selectand press [connect].h  Select [Accounts] on smart phone - settings. 

          

   

   

 

 

 

 

 

 

 

 

 

  

 

 

 

 

② Select [Add account] and select the mail you want to add the account to. 
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2.4 Running i-UNIS  

After installing i-UNIS, the icon will be automatically created on the main screen.  To 

run the application, press the i-UNIS icon.  You will move to the intro menu 

automatically after 2-3 seconds the initial screen pops up. 
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Intro Menu 
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Intro Menu 

Intro menu is menu you can use before logging in to the AC-F100 terminal, and the 

menus are internal network, external network, schedules, information, wi-fi settings, and 

push. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Internal Network: Used when AC-F100 terminal and iUnis application are on the same 

     network  

External Network: Used when using iUnis application to connect to AC-F100 terminal 

     at remote place. 

Schedule: Used to manage registered users' schedules.  

Wifi Setting: Use when Wifi setting is needed. 

Information: Used when viewing and downloading i-UNIS application's information  

       firmwares.  

Push: Use to view push message history sent from AC-F100 
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3.1 Internal Network  

If you select internal network on the intro menu, list of terminals registered on the 

same network as the Wi-Fi network the smart phone is on, and you can enter to 

terminal management menu by selecting a certain terminal among the list.  

Because you can only use internal network menu when the terminal and the 

application are on the same network, you cannot use the menu when your smart 

phone is on 3G/LTE.  

                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                               

 

 

 

 

 

 

 

 

 

 

 

 

If organized into independent AP mode, only one terminal currently connected is 

shown on the terminal list, and if organized into network mode, all terminals 

connected to the same network show on the list.  Network status (3G, currently 

connected AP's SSID, lost connection) is shown below.  
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AP mode                              Network Mode                

 

3.2 External Network  

To use external network service, you have set terminal's DDNS using i-UNIS admim 

menu.  For details on DDNS setting, refer to [Chapter 4 Administrator Menu-Setting 

DDNS]. 

     

On the intro menu, click [external network] to move to external network list screen. 

Among the external network list, select the external network you want to connect to, 

or enter the host name you want to connect to and press connect button. 
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List of terminals set to use DDNS are shown on the list, and terminals set to disable 

DDNS or set to AP mode are not shown on the list.  Pull down and let go the list  to 

refresh and see newly added terminal list.  
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3.3 Schedules  

You can use this menu to manage attendance and schedules using i-UNIS.  You can 

see schedule logs, transfer the log via e-mail, or perform other functions needed for 

schedule management.  

 

Schedule management screen is shown when you select schedule on intro menu.  
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Schedule View  

  To view the schedule status saved on the smart phone, select the date you want by 

pressing [</>] buttons next to the date.  If you want to search monthly or weekly, 

change the search unit on [Schedules-Settings] menu.  By entering certain user 

name on the search field, you can view the schedule of searched user separately.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Sending Schedules via E-mail 

To send the searched schedule list via e-mail, press the [e-mail] button on the top-

right side.  Then enter the recipient's e-mail address and press 'send.'  
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 [Date] : Indicates the date.  

 [Name] : Indicates the name. 

 [In] : Indicates the time of coming to work.  

 [Out] : Indicates the time of leaving the work.  

 [Tardy] : Indicates the difference between the actual coming to work time and the 

coming to work time set on [Schedules-Settings] menu. 

Ex) If the set coming time is 09:00 and the actual coming time is 09:08, the field will 

show 00:08.  

 [Early Leave] : Indicates the difference between the actual leaving time and set 

leaving time on [Schedules-Settings] menu. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 17:45, the field will 

show 00:15.  

 [Extended] : Indicates the difference between the actual leaving time and set leaving 

time on [Schedules-Settings] menu.  Lunch or dinner time is excluded. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 18:05, the field will 

show 00:05  

 [Duty]: Indicates the difference between actual coming time and leaving time.  

Lunch or dinner time is excluded. 

Ex) If the actual coming time is 09:00 and the leaving time is 18:00, the field will 

show time excluding lunch or dinner time set on [Schedules-Settings] menu.  
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Schedule Setting 

You can view and changes settings for schedule management such as commuting 

time, meal time, or search period.  

 

Select schedule on the intro menu, and then select [settings] on the bottom center.  

 

 

 

 

 

` 

 

 

 

 

 

 

 

 

 

 

To change set schedule management information, press [edit] on top right side and 

then change the set values, and save by pressing [Complete] button. 
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 [Standard Time] : Set the time that starts a day.  

Ex) If this time is set to 04:00, 04:00 to 04:00 the next day is considered as a day.  

  [In] : Set time of tardiness.  

Ex) If this time is set to 09:00, a user's first authentication after 09:00 is 

considered as tardy.  

  [Out] : Set time of early leave, extended duty.  

Ex) If this time is set to 18:00, a user's last authentication before 18:00 is considered 

as early leave.  

User's last authentication after 18:00 is considered as extended shift.  

 [Lunch]: Set lunch time to be excluded from duty time.  

Ex) If set to 12:00 - 13:00, the time is excluded from duty time. 

 [Dinner] : Set dinner time to be excluded from duty time.  

Ex) If set to 18:30 - 19:30, the time is excluded from duty time. 

 [Period] : Set period unit exposed on schedule list. 

 E-mail: E-mail address to receive schedule/log file.  If you press [e-mail] button on 

schedule/log list screen, the set recipient is automatically entered. 
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Synchronization 

Screen to view recent synchronization with AC-F100 terminal.  Press 

synchronization information tab from schedules menu to move to schedule 

synchronization information screen and check recent synchronization information 

by each terminal. 
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3.4 Wifi Setting 

Menu for Wifi setting.  You will move to Android’s Wi-fi setting screen. 

If the connection is unstable or no AP is shown, you can press Android menu key to연

call menu to connect to AP. 

 

If you select Wi-fi setting on the intro screen, the Wi-fi setting screen will pop up.  
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3.5 Information  

Check the version of installed i-UNIS application, and download updated application 

and firmware. Press [information] on intro menu to display i-UNIS version information 

currently installed on the smart phone. To install most updated application and 

firmware, press [download app] or [download firmware] on the bottom.  
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3.6 Push 

Menu to see received push service history.  It contains the dates and terminal name 

authentication messages. 

 

Select push from the intro screen to move to push screen.  
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Chapter 4 

Administrator Menu 
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1. If the admin is either fingerprint or card 

authenticator, empty the pwd input field, press 

[connect], and perform admin authentication on 

the terminal.  

2. For card & fingerprint-authenticating admin, card 

authentication must come before fingerprint 

authentication. 

 

Administrator Menu 

Users registered on i-UNIS are divided into admin and normal users.  Normal users 

have authority to just check logs and schedules, and administrators have authority to 

manage users and control all functions on the terminal for access control.  

 

4.1 Entering Administrator Menu  

 

① To enter administrator menu, press external network/internal network on intro menu, 

then select a terminal on terminal list.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Press [confirm] after entering terminal’s admin password.  Initial admin password 

is set to [9999].  Admin password can be changed on terminal-[settings] menu, 

and only one administrator can be connected at the same time.  If you have 

checked ‘save password’ box and connect, password will be automatically entered 

on future connections. 

   

   

   

   

   

 

 

 

 

  

  



 33 

User, settings, transfer, log, schedule functions on 

admin menus can be approached with icons on the 

bottom.  

 

 

③ If you login as admin, all 9 admin menus can be used.  However, if you login as a 

normal user, only log, schedule, and end connection buttons are activated to use.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

          

        Admin                                  Normal User 
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4.2 User Management  

The administrator can perform functions needed for user management such as 

registration, deletion, modification, or importation.  

 

Register User 

①  To register a new user, press [user] button on admin menu  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

②  Enter user information to be registered after pressing [add] button on top 

right. 
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 UID 

Lowest number among registered users is automatically entered as user ID(under 

9-digits), but this can be changed. 

  

 Name 

Name must be under 15byte (7 characters on Hangul). 

 Authentication Method 

     Select among fingerprint, card, fingerprint or card, fingerprint & card for 

authentication method.  

 

 Fingerprint: Register fingerprint and authentication with fingerprint when 

accessing.  Select a fingerprint and press register user-[save] button and 

the terminal will automatically go into fingerprint input standby mode, and 

same fingerprint must be entered twice.  

 Card: Register a card issued to be usable from the terminal and use the 

card to authenticate when accessing.  Select a card, press register user-

[save] button and the terminal will automatically go into card input 

standby mode, and user registration is complete by touching the card to 

the terminal. 

 Fingerprint or Card: Register both card and fingerprint, and authenticate 

with desired method when accessing.  When registering authentication 

information, register card first and then register fingerprint. 

 Fingerprint & Card: Register both card and fingerprint, and authenticate 

with both method when accessing. When registering authentication 

information, register card first and then register fingerprint.  Also, when 

authenticating, authenticate with card first and then fingerprint.  

 Authority 

An administrator can use all 9 admin menus, and a normal user can only log, 

schedule, end connection menu..  
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③ Press [Complete] button on the top right, then input fingerprint or card 

information on the terminal to complete user registration.  
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Modifying User Information 

To modify information of registered user, select the user to modify on the user list, and 

then press [edit] button on the top and change the field you wish to change.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 Card registration: To additionally register a card, press [register card] button 

on user edit mode and input card to add on AC-F100 terminal.  If card 

registration is successful, number on the left increases.  

 Fingerprint registration: To additionally register fingerprint, press [register 

fingerprint] button on edit mode and input the fingerprint to add on AC-

F100 terminal.  By inputting the same fingerprint twice, registration is 

completed.  

 If you downloaded user information via Unis, users with user information 

not supported by AC-F100 expose un-editable dialogue when you click 

[edit], [register card], or [register fingerprint] buttons. 
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Deleting Users  

①  To delete a user, press [edit] button on the user list.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

② To delete all users, press [delete all] button on the bottom, and to delete some 

users, select users to delete and press [delete] button.  
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Searching Users 

To search for a certain user, enter the user name to search on the search field on the 

top.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

To range users in ascending/descending orders, click on UID, name field.  
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Importing Terminal Users  

You can import information of users registered on AC-F100 terminal to smart phones 

where i-UNIS application is installed on.  

 

①  To import users registered on the terminal, press [edit] on user list.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

② Select user to import, then press [upload] to import user information from the 

terminal.  To select all users, press [UID] on the top.  
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4.3 Settings 

Terminal administrator, through setting menu, can set IP information to use basic 

information settings and network mode.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

To change terminal settings, press [edit] button on the top right to transit to edit mode.  
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 Terminal ID: Enter ID to identify terminal.  

 Terminal Name: The name must be under 32bytes (under 16 characters in 

Hangul).  (For terminal name, we recommend you to use English.  Other 

languages or special characters can cause restrictions on push service). 

 Server AP: Enter the SSID set on AP(IP router) to connect to when using 

network mode.  (When changing AP, the terminal's network module resets, 

causing limit on access for a minute). 

 Password : Enter password set on AP(IP router) to connect to when using 

network mode.  

 AP Security: Set the security method se on AP(IP router) to connect to 

when using network mode.  

 Server IP : Enter server IP when using with Unis connection.  

 Server Port : Set Unis server's port.  

 Buzzer volume : Set terminal's alarm volume.  

 Access Password: Set admin password to enter when logging into the 

terminal with password. (Initial password: 9999) 

 Use LED: Set whether to use LED or not  

Able LED is always on.  

Disable LED is always flickering. 

 

 Use voice for schedules: Set whether to able or disable schedule voice.  

 Voice volume: Set volume when supporting voice. 

 Language: Set terminal voice language. Languages other than Korean and 

English are supported only when using with UNIS connection, and 

download method is; after running UNIS, refer to [UNIS▶Support▶

Program Support▶2.2.2.6. Transferring User Files▶3. Changing Voice 

messages]  

 LFD Level: Set fake fingerprint prevention level. 

 Set fixed IP address usage: Set whether to use fixed IP or not. 

For fixed IP last address must be between 50-59 

ex) If the gateway is 192.168.0.1, only range of 192.168.0.50-59 can be 

used 

Firmware Version: Indicates terminal firmware version 
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4.4 Transfer (Exporting Users) 

By using transfer menu, you can transfer user information saved on i-UNIS to the 

terminal.  

To import users on terminal to i-UNIS application, refer to [Chapter 4 Managing users-

importing terminal users].  (Transfer can be influenced by smart phone performance, so 

we recommend you to transfer large-sized data after dividing it). 

 

① If you press [send] button on terminal admin menu, list of users uploaded by i-

UNIS application on user management is shown.  (If there are no users uploaded 

to application from terminal, no user is shown on the list.) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

① Select user to transfer to terminal, press [download] button to proceed 

downloading.  If the download is complete, the screen transits to transfer view 

mode. .  
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If you are using Unis-B application, you can also import users saved on the Unis-B 

application. 

 

○1 On transfer screen, press [Import from Unis-B] to pop up the warning message, 

and then press [confirm] to move to Unis-B application.  (If the application is not 

installed, warning message will be displayed.) 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

○2 Select users to transfer to i-Unis application and press [send] button on the top to 

start download.  When the download is complete, you will automatically move to i-

Unis’ transfer view mode. 
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4.5 Log 

You can search for terminal access log history.  To view user authentication log, select 

[log] menu on intro menu.  Administrators can view all users' logs, and normal users 

can only view their logs  
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Log Search 

To search for logs, select search period on the top and then press [search] button.  

To search for logs of certain users, enter the user name on the search field.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Among the searched logs, if you press a certain log, you can see the user image saved 

by the terminal camera at the time of authentication.  Press [save] on the top right side 

and the image is saved onto the smart phone. 
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log_date.csv : Log data file for excel 

log_date.dat : Remote Manager's log file merging data file  

E-mail is automatically entered when registered on schedules settings. 

   

 

 

Exporting Logs 

① To export logs via e-mail, refer to [Chapter 1 Smart phone environment settings - 

e-mail settings], add account, and press [e-mail] button. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Enter e-mail address of the user to receive the log, and then press [send] on top 

right side to perform log export.  
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4.6 Schedules 

You can perform synchronization function which imports simple schedule search and 

access records to the application based on the user ’s terminal access record.  In case of 

the administrator, he/she can synchronize all users’ schedule record, and a normal user 

can only synchronize his/her own schedule records.  

 

Importing Schedule Records 

①  On admin menu, select [Schedules] menu and move to the schedules screen.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

②  On the schedules screen, select search period, press [synchronize] to save schedule 

records registered on the terminal onto the application. (Period settings can be 

changed on Intro menu-schedules-settings.) 
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③  By using [e-mail] button on the top right, you can also transfer schedule records 

via e-mail.  To send e-mails, smart phones must have registered e-mail accounts.  

For more information, refer to [Chapter 1 Smart phone environment settings-mail 

settings]. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 [Date] : Indicates the date.  

 [Name] : Indicates the name. 

 [In] : Indicates the time of coming to work.  

 [Out] : Indicates the time of leaving the work.  

 [Tardy] : Indicates the difference between the actual coming to work time and the 

coming to work time set on [Intro menu- Schedules-Settings] menu. 

Ex) If the set coming time is 09:00 and the actual coming time is 09:08, the field will 

show 00:08.  

 [Early Leave] : Indicates the difference between the actual leaving time and set 

leaving time on [Intro menu- Schedules-Settings] menu. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 17:45, the field will 

show 00:15.  

 [Extended] : Indicates the difference between the actual leaving time and set leaving 

time on [Intro menu- Schedules-Settings] menu.  Lunch or dinner time is excluded. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 18:05, the field will 

show 00:05  

 [Duty]: Indicates the difference between actual coming time and leaving time.  

Lunch or dinner time is excluded. 

Ex) If the actual coming time is 09:00 and the leaving time is 18:00, the field will 

show time excluding lunch or dinner time set on [Intro menu- Schedules-

Settings] menu.  
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4.7 Push  

Function to notify users of terminal status or user information via messages. Push 

message function can only set one receiver per one smart phone, and maximum 3 

smart phones can receive push messages. 

(Some models might not support this function.) 

 

①  To use push function, press [push] button on terminal management menu. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

②  Press [edit] on top right, and able push message receive by moving the tab to 

right.  
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③  Press [add] button on push message recipient field, enter recipient's name 

to add users 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

② Select the value to receive from push receive settings, and press [save] on the top 

right.  
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4.8 Real-Time Video View Screen 

Screen to confirm real-time video in front of the terminal and open door lock.  

If you press [real-time video] on the terminal menu screen, you can move to real-time 

video view screen.  

Real-time video is refreshed every 1-3 seconds, and to open the door lock, press [open] 

button on the bottom.  
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4.9 Setting DDNS 

To manage the terminal from a remote place, set DDNS information as below on admin 

menu, and you also have to set AP(IP router) port forwarding. [Refer to Appendix 1 Port 

Forwarding for port forwarding settings]. 

 This cannot be set on independent AP mode, and network must be connected 

 

① To set DDNS, press [DDNS] button on admin menu.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

②  Press [edit] button on top right, and able DDNS by pushing the [setting] 

button to right..  
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 Update Period: Set update period of DDNS server and  terminal AC-F100. 

 See IP: See terminal's IP address and port number. 

 Host name & contract number: Enter the desired host name and press 

save to receive a contract number from DDNS server.  If you change the 

host name, the existing DDNS information will be deleted.  To use same 

DDNS host name when changing the terminal, disable DDNS use from 

the current terminal and enter same host name and contractor number 

on the new terminal within 2 weeks. (IF you set one host name on two 

terminals, there could be restriction on DDNS service use.) 
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4.10 Automatic Terminal Logout 

When the user enters terminal menu and the communication is unstable or 

communication with AC-F100 is not done in 4 minutes, the connection to terminal is 

automatically cut and the user is logged out. You can still move from tabs to tabs, and 

view transfer, schedule information when you are logged out.  For user, log, setting 

information, last viewed data will be displayed. 
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              Chapter 5 User Menu 
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1.For user login, keep the password field 

empty, and press [connect] button and 

perform user authentication on the 

terminal.  

2. For card & fingerprint admin, card 

authentication must come before 

fingerprint authentication. 

 

 

 Normal User Menu 

Normal users have authority to use log, schedule, end connection menus.  Through 

these functions, the user can view logs or schedules, or send relating records via e-mail.  

 

 

① To login as a normal user, select internal network or external network from the 

intro menu.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

② Select the terminal to login on the terminal list, and enter the user's password.  
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③ User menu as below will appear, and the user can select among the activated 

menus.  
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5.1 Log 

The logged on user can view his/her access log history.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Select a certain log among searched logs, and you can view the saved image using 

terminal camera at the time of authentication.  If you press [save] button on the top 

right, the image will be saved on the smart phone. 
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log_date.csv : Log data file for excel 

log_date.dat : Remote Manager's log file merging data  

 

 

Exporting Logs 

① To transfer logs via e-mail, refer to [Chapter 1 smart phone environment setting-e-

mail setting], add account, and press [e-mail] button. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

① Enter e-mail address of the log recipient, and then press [send] on the top right 

to perform log export.  
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5.2 Schedule 

Normal user can login to the terminal and synchronize his/her schedule records.  

 

Importing schedule records 

① Select [Schedule] menu on admin menu and move to schedule screen. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

② Select search period and press [sync] button to save registered schedule record on 

the application. (Search period setting can be changed on intro menu-schedule-

settings). 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

 



 62 

③ By using [e-mail] button on top right, you can export schedule records via e-mail.  

To send e-mails, mail accounts must be registered on smart phone.  For more 

information, refer to [Chapter 1 Smart phone environment setting-mail setting]. 

 

 

 

 

 

 

 

 

   

 

 

 

 

 

 

 [Date] : Indicates the date.  

 [Name] : Indicates the name. 

 [In] : Indicates the time of coming to work.  

 [Out] : Indicates the time of leaving the work.  

 [Tardy] : Indicates the difference between the actual coming to work time and the 

coming to work time set on [Intro menu- Schedules-Settings] menu. 

Ex) If the set coming time is 09:00 and the actual coming time is 09:08, the field will 

show 00:08.  

 [Early Leave] : Indicates the difference between the actual leaving time and set 

leaving time on [Intro menu- Schedules-Settings] menu. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 17:45, the field will 

show 00:15.  

 [Extended] : Indicates the difference between the actual leaving time and set leaving 

time on [Intro menu- Schedules-Settings] menu.  Lunch or dinner time is excluded. 

Ex) If the set leaving time is 18:00 and the actual leaving time is 18:05, the field will 

show 00:05  

 [Duty]: Indicates the difference between actual coming time and leaving time.  

Lunch or dinner time is excluded. 

Ex) If the actual coming time is 09:00 and the leaving time is 18:00, the field will 

show time excluding lunch or dinner time set on [Intro menu- Schedules-

Settings] menu.  
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5.3 End Connection 

To end connection to i-UNIS, press [end connection] on the menu and logout.  
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    Terminal Management 
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 Managing Terminal 

 

Most updated firmware of AC-F100 terminal can be downloaded quickly and 

conveniently on i-UNIS application.  

6.1 Downloading Firmware 

① To download the most recent firmware onto your smart phone, press [Info] 

menu on the intro menu 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Press [download firmware] on the bottom to download most recent firmware 

onto your smart phone.  The letters that go into firmware input field are the 

firmware type.  Basic firmware type is firmware, and if there are no special 

notifications, download on firmware type. 
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6.1 Firmware Upgrades 

This is the function to reflect firmware file save on the smart phone to each terminal. 

①  Select internal network or external network on intro menu.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

③ Select terminal to upgrade on the terminal list and login.  

 

④  Select [Admin menu-Settings] and press [Firmware Upgrade] button to start 

firmware upgrade.  
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① If firmware file does not exist, the message will display ‘no firmware file.’  You 

can download firmware files on intro menu-information.  If the upgrade is 

successful, connection to the terminal will be cut and the screen will move to 

terminal search screen. 
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6.3 Downloading i-UNIS Application 

Function to download most recent i-UNIS application. 

Press application download button on intro menu-information screen to automatically 

move to application download page (www.virditech.com/iunis).  Select [iPhone App] 

and install the most recent application. 

 

 

         

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

http://www.virditech.com/iunis
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Appendix 1. Setting Port Forwarding 

When using external network, you have set port forwarding on router settings.  Input 

gateway address on the internet browser to move to router settings. (Basic 192.168.0.1) 
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Access port forward settings in management tools. Enter the IP and port (198XX: XX are 

the last two digits on IP address) set on terminal settings and add. 
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Appendix 2. Using Fixed IP on the Terminal 

If there is a HUB between terminal-AP or AP-smart phone, set fixed IP with AP’s 

internal IP. 

. 

 

 

 

AC-F100 Terminal IP Settings 

To set the terminal to use fixed IP, move the [Able Fixed IP] on the bottom of 

settings menu to right to able it.  

 

 

 

 

 

 

 

 

 

 

 

 

HUB HUB 

● AC-F100 i-Unis 

UNIS Server 

 
Internet 

WAN/LA

N 

AP 
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Enter IP, SubnetMask, and Gateway information received from the network 

administrator, and press [save] button on the top right to save.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Settings Smart Phone Fixed IP 

On the settings application, go into Wi-Fi menu, enter received IP, SubnetMask, 

Gateway, and DNS and save. 

 

          

 

 

 

 

 

 

 

 

 

 

 

 

 

Initial AP name: unisSvrAP 

Password: 1234567890 [WPAPSK_AES/Shared Mode] 
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Appendix 3. Connecting with UNIS Server 

[Connecting with UNIS-Remote Manager] 

To connect AC-F100 to the UNIS server, enter [server IP] and [server port] on the 

settings menu as the same as the IP and port number of UNIS server. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

On the terminal management tab, press ‘add terminal’ button to add terminal.  Set ID 

same as the terminal ID of AC-F100, enter a name, and add.  
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You can check the status of added AC-F100 on the monitoring tab, and you can also 

perform some simple controls while you are connected. 

 

[Merging log files on UNIS-Remote Manager] 

To merge log files received by e-mail to the UNIS server, click log file merge on the 

data management menu. 
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Find the saved log file (.dat), and press merge to merge to UNIS server. 
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Appendix 4. FAQ 

Q1. When admin login is impossible  

A1. “. If the message displays ‘Only one administrator is allowed per terminal’ 

   - Another administrator might be logged into the terminal from another smart 

phone.  Try again later.  

          

 

 

 

 

 

 

 

 

 

 

 

 

 

A2. The message displays unauthorized user 

- Wrong admin password.  Confirm the password and re-enter the correct 

password.  

Q2. . When remote access to terminal management menu is impossible 

A. If DDNS is disabled on the terminal you are trying to access, remote access is 

blocked.  Go to terminal admin menu-DDNS menu and able DDNS.  
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Q3. When terminal access from remote place is impossible 

A1. Wrong IP used on fixed IP setting or overlapping IP used.  If the gateway is 

192.168.0.1, only IP address of 192.168.0.50-59 can access with external network. 

 

A2. Wrong port forwarding. You have to set port forwarding rightly on the AP(IP router) 

with the fixed IP address set on the terminal.  Port must be set to 198XX(XX value is 

last two digits of IP address). ex) IP : 192.168.0.53 Port : 19853 

 

A3. If the update period set on DDNS is too long, and your IP address has been re-

assigned right after update, you cannot connect for the time of update period 

 

A4. Router security settings might block the connection.  If the router blocks certain 

port or only allows certain IP, external access might be not possible. 

 

A5. If you are using network in a company, certain ports might be blocked by the 

company.  In this case, inquire the network administrator. 

 


